
ПОЛІТИКА КОНФІДЕНЦІЙНОСТІ ТА ЗАХИСТУ ПЕРСОНАЛЬНИХ ДАНИХ 
1. Загальні положення​
Ця Політика визначає порядок обробки та захисту персональних даних користувачів сайту 
radiologycenter.eu та пацієнтів ТОВ «ПРОДІАГНОСТИК ЦЕНТР» (далі – Компанія) відповідно до 
Закону України «Про захист персональних даних» та Загального регламенту захисту даних (GDPR) в 
частині, що застосовується. 
2. Склад персональних даних​
2.1. Ми збираємо та обробляємо: 

●​ Ідентифікаційні дані: ПІБ, дата народження, стать. 
●​ Контактні дані: номер телефону, адреса електронної пошти. 
●​ Чутливі медичні дані: інформація про стан здоров'я, діагнози, результати аналізів та 

досліджень (лікарська таємниця). 
●​ Технічні дані: IP-адреса, файли cookie, параметри браузера. 

3. Мета обробки даних​
Дані використовуються для: 

●​ Надання медичних послуг (запис, діагностика, видача результатів). 
●​ Передачі даних до Електронної системи охорони здоров’я (ЕСОЗ) та НСЗУ згідно з вимогами 

законодавства. 
●​ Зв’язку з Пацієнтом (нагадування про візит, відправка результатів). 
●​ Покращення роботи сайту (через файли cookie). 

4. Передача даних третім особам​
4.1. Ми не передаємо ваші дані стороннім особам, окрім випадків: 

●​ Вимога законодавства (запити суду, поліції). 
●​ Передача до державних реєстрів (ЕСОЗ). 
●​ Залучення підрядників (лабораторій) для виконання аналізів – у цьому випадку передається 

лише необхідний мінімум даних. 
5. Використання файлів Cookie​
5.1. Сайт використовує файли cookie (технічні, аналітичні, маркетингові) для забезпечення коректної 
роботи та аналізу трафіку. 
5.2. Користувач може відключити cookie у налаштуваннях браузера, проте це може вплинути на 
функціонал запису онлайн. 
5.3. Ми використовуємо сервіси веб-аналітики (наприклад, Google Analytics), які можуть збирати 
знеособлені дані про відвідувачів. 
6. Права користувача 
Ви маєте право: знати про джерела збору даних, вимагати доступу до них, виправлення або 
видалення (право на забуття), крім випадків, коли зберігання даних вимагається законом про 
медичну документацію (термін зберігання медичних карт регулюється наказами МОЗ). 
7. Захист даних 
Компанія вживає всіх необхідних технічних та організаційних заходів для захисту даних від 
несанкціонованого доступу, втрати або знищення. Доступ до медичних даних мають лише 
уповноважені співробітники, які підписали зобов’язання про нерозголошення. 
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